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Background 
The rapid development of the social, economic, and business models of the 
“sharing economy” [2] enables the effective and efficient coordination, acquisition, 
distribution, and sharing of many kinds of different resources. Beyond well-known 
services such as Airbnb and Uber, an increasing number of sharing initiatives have 
established online platforms and services to facilitate access to shared resources 
(e.g., tools, food surplus, spaces) within their local communities. With the 
automation and complexity of digital tools and platforms, and the specific 
challenges of online sharing communities [6], trust within supporting technologies 
become increasingly critical for successful use and adoption [4,13]. 

Trust is the basis for many human interactions and relationships. Furthermore, 
the concept can be transferred to institutions, organizations, and technologies [1,3]. 
Today, trust in technologies is especially important as it is a prerequisite for 
successful technology adoption [8,11]. The importance of trust in technologies has 
been examined by scholars in different settings such as virtual communities [16], 



  

e-commerce systems [9,18], online exchange communities [12], and other 
contemporary digital services and platforms that facilitate economic interactions 
among peers [3]. Interactive systems can have two different roles in trust 
relationships [18]. The first is the mediator role, in which a system mediates an 
interaction between humans. For this role, interpersonal trust should be established. 
The second is the trustee role, in which a system is the agency a human interacts 
with and, thus, needs to be trusted. For this role, systems trust should be established.  

In most cases, today’s digital solutions are ‘black boxes’ [17] for users. 
Explaining how a digital solution is developed and how its algorithms function does 
not necessarily lead to more trust [17]. Therefore, new approaches are needed to 
engender trust and to design trustworthy digital solutions in which algorithms play 
a more active role than before. For example, trust-supporting design elements 
[15,21], which are platform features that establish end-user trust, can help establish 
trust in ‘faceless’ algorithms. 

In online sharing communities, designers of platforms have the challenge of 
designing for both interpersonal and systems trust to ensure effective and 
meaningful interactions among their users [10,19]. With the advent of rapid 
digitalization, the emergence of new digital solutions, and the pressure to stay 
competitive, service providers further develop online platforms and introduce new 
features and mechanisms, which may distort previously established trust in 
systems.  

In our empirical study, we aim to unpack elements of interpersonal and systems 
trust in the case of a local online sharing community which recently introduced a 
new semi-automated mechanism for resource exchange.  

Case Study 
We are conducting a study in collaboration with two companies in Switzerland: a 
Zurich-based two-sided online marketplace [12] for household goods, Sharely1, 
and the Swiss Federal Railways (SBB). Sharely aims to increase sharing and use of 
underutilized personal items (e.g., a drill, a bike pump, sports equipment), by 
advocating conscientious and sustainable resource consumptions practices (e.g., 
“better to share than to buy”). Community members can post information about the 
items they want to lend on Sharely’s website or mobile app. These items can be 
borrowed for a small fee from a lender for a fixed period of time. Sharely takes a 
percentage of each transaction on their platform. The pick-up and return of the 
items are decided by the lender and borrower and usually happen face-to-face.  

Recently, Sharely added a new service that offers members an option for indirect 
resource exchange (e.g., [14]), i.e., where pick-up and return do not happen through 
face-to-face interaction. In a partnership with SBB, Sharely enables renting 
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popularly exchanged items using SBB SMART BOXES2, newly repurposed luggage 
lockers at train stations. The SMART BOXES are Internet-enabled lockers that can be 
opened and closed via a mobile app. In this context, Sharely provides a small set of 
its most popular items (e.g., a drill, a jigsaw, a drone), which users can borrow via 
the SMART BOXES in a semi-automated manner in one pilot site station in Zurich. 

The new sharing system introduced by Sharely and SBB faces some trust-related 
challenges in both interpersonal and systems trust [4]. Therefore, we formulated 
two research questions for our study:  

(1) What are the current conceptualizations of interpersonal and systems trust in 
the Sharely community? 

(2) How can they be shaped by the introduction of an impersonal exchange 
through the SBB SMART BOX?  

Prior research indicates that face-to-face exchanges are critical for establishing 
trust in local resource-sharing communities [7]. In this new setting, interpersonal 
trust within the community could be hard to maintain. In the case of broad 
deployment of this new exchange option and its integration into peer-to-peer 
sharing arrangements, both the lender and the borrower miss out on the opportunity 
to meet face-to-face as the trust is placed in a system rather than in other members 
[12].  

When it comes to systems trust, successfully mediating trust from Sharely’s 
website and service in this new sharing arrangement may pose another challenge 
to trust accrual and maintenance in the community and their supporting 
technologies. More specifically, it is unknown how the introduction of indirect 
resource exchange shapes members’ perceptions of usability and reliability of the 
Sharely and how it affects peoples’ attitudes toward privacy and safety, which are 
constitutive properties of trust(worthiness) in computing systems [20]. 

Ultimately, we envision that studying the deployment and use of SMART BOXES 
could lead to insights into other developments in IoT automation in the sharing 
economy (e.g., the use of smart locks to grant access to shared apartments [5]). To 
date, the decision about renting out resources has generally been the prerogative of 
the resource owner, but we envision that in the near future, automated systems 
could take a more active part in helping communities identify and optimize 
available resources and easing the coordination of sharing through automated or 
semi-automated processes, bringing up a new set of characteristics to determine 
systems’ trustworthiness, such as fairness, accountability, and transparency [20]. 
Subsequently, discussing the results of our empirical study about conceptualizing 
trust in a local online sharing community and identifying trust-supporting design 
elements for future (sharing economy) platforms motivate our interest in this 
conference.  

 
2 https://smartcitylabbasel.ch/en/projekte/sbb-smart-box/ 
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